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public or to any subject individual or 
party to such litigation or proceedings 
shall be governed by applicable con-
stitutional principles, rules of dis-
covery, and applicable regulations of 
the Department. 

§ 5b.3 Policy. 

It is the policy of the Department to 
protect the privacy of individuals to 
the fullest extent possible while none-
theless permitting the exchange of 
records required to fulfill the adminis-
trative and program responsibilities of 
the Department, and responsibilities of 
the Department for disclosing records 
which the general public is entitled to 
have under the Freedom of Information 
Act, 5 U.S.C. 552, and part 5 of this 
title. 

§ 5b.4 Maintenance of records. 

(a) No record will be maintained by 
the Department unless: 

(1) It is relevant and necessary to ac-
complish a Department function re-
quired to be accomplished by statute or 
Executive Order; 

(2) It is acquired to the greatest ex-
tent practicable from the subject indi-
vidual when maintenance of the record 
may result in a determination about 
the subject individual’s rights, benefits 
or privileges under Federal programs; 

(3) The individual providing the 
record is informed of the authority for 
providing the record (including wheth-
er the providing of the record is man-
datory or voluntary, the principal pur-
pose for maintaining the record, the 
routine uses for the record, what effect 
his refusal to provide the record may 
have on him), and if the record is not 
required by statute or Executive Order 
to be provided by the individual, he 
agrees to provide the record. 

(b) No record will be maintained by 
the Department which describes how 
an individual exercises rights guaran-
teed by the First Amendment unless 
expressly authorized (1) by statute, or 
(2) by the subject individual, or (3) un-
less pertinent to and within the scope 
of an authorized law enforcement ac-
tivity. 

§ 5b.5 Notification of or access to 
records. 

(a) Times, places, and manner of re-
questing notification of or access to a 
record. (1) Any individual may request 
notification of a record. He may at the 
same time request access to any record 
pertaining to him. An individual may 
be accompanied by another individual 
of his choice when he requests access 
to a record in person; Provided, That he 
affirmatively authorizes the presence 
of such other individual during any dis-
cussion of a record to which access is 
requested. 

(2) An individual making a request 
for notification of or access to a record 
shall address his request to the respon-
sible Department official and shall 
verify his identity when required in ac-
cordance with paragraph (b)(2) of this 
section. At the time the request is 
made, the individual shall specify 
which systems of records he wishes to 
have searched and the records to which 
he wishes to have access. He may also 
request that copies be made of all or 
any such records. An individual shall 
also provide the responsible Depart-
ment official with sufficient particu-
lars to enable such official to distin-
guish between records on subject indi-
viduals with the same name. The nec-
essary particulars are set forth in the 
notices of systems of records. 

(3) An individual who makes a re-
quest in person may leave with any re-
sponsible Department official a request 
for notification of or access to a record 
under the control of another respon-
sible Department official; Provided, 
That the request is addressed in writ-
ing to the appropriate responsible De-
partment official. 

(b) Verification of identity—(1) When 
required. Unless an individual, who is 
making a request for notification of or 
access to a record in person, is person-
ally known to the responsible Depart-
ment official, he shall be required to 
verify his identity in accordance with 
paragraph (b)(2) of this section if: 

(i) He makes a request for notifica-
tion of a record and the responsible De-
partment official determines that the 
mere disclosure of the existence of the 
record would be a clearly unwarranted 
invasion of privacy if disclosed to 
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